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| **Latar Belakang** | IoT memungkinkan koneksi antara perangkat fisik yang dilengkapi dengan sensor dan jaringan, yang memungkinkan pertukaran data di antara mereka |
| **Permasalahan** | Keterbatasan Perangkat IoT: Sebagian besar perangkat IoT memiliki keterbatasan dalam hal ruang memori dan daya tahan baterai. |
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| **Diskusi / Rekomendasi** | Pengembangan lebih lanjut pada kontrol akses jaringan, termasuk penggunaan radio kognitif untuk manajemen akses nirkabel di lingkungan komunikasi bergerak, Pengembangan layanan jaringan yang dapat mengatasi masalah kepadatan jaringan dan pemutusan jaringan yang sering dihadapi pengguna seluler |